Na podlagi 28. ¢lena Statuta Univerze na Primorskem (Statut UP-UPB2, Ur. |. RS, $t. 51/15 in spremembe; v
nadaljevanju Statut UP), Zakona o varstvu osebnih podatkov (Uradni list RS, st. 163/22; v nadaljevanju: ZVOP-2) in
Uredbe (EU) 2016/679 Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri obdelavi
osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi Direktive 95/46/ES (Splosna uredba o
varstvu podatkov) (UL. L. 119, 4. 5. 2016, str. 1-88) ter po pridoblienem mnenju reprezentativnih sindikatov
Univerze na Primorskem, je rektorica Univerze na Primorskem prof. dr. Klavdija Kutnar dne 13. 8. 2025 sprejela
naslednji

PRAVILNIK
0 zavarovanju osebnih podatkov pri izvajanju videonadzora na Univerzi na Primorskem

1. dclen

Ta pravilnik podrobneje ureja nacin uporabe in ravnanja z videonadzornim sistemom, zaradi namena izvajanja
videonadzora na Univerzi na Primorskem.
2. Clen

Na Univerzi na Primorskem (v nadaljevanju: UP), se zaradi dostopa v sluzbene oziroma poslovne prostore, ker je
to potrebno:

- zaradi varnosti ljudi in premoZzenja;

- zaradi zagotavljanja nadzora vstopa ali izstopa v ali iz sluzbenih oziroma poslovnih prostorov,

- zaradi narave dela, zaradi katere obstaja moZnost ogroZzanja zaposlenih,

izvaja videonadzor na zunanjih lokacijah, ki se jih opredeli s sklepom rektorja Univerze na Primorskem.

3. (Clen

Zaradi zavarovanja, ker je to:

- nujno potrebno za varnost ljudi in premozZenja,

- za varovanje poslovnih skrivnosti in,

- ker namena zavarovanja ni mogoce doseci z milejSimi sredstvi,

se na UP izvaja videonadzor znotraj delovnih prostorov na lokacijah, ki se jih opredeli s sklepom rektorja Univerze
na Primorskem.

4. ¢Clen
Izvajanje videonadzora znotraj delovnih prostorov se lahko izvaja le, kadar je to nujno potrebno za varnost ljudi
ali premozZenja ali za varovanje tajnih podatkov ali poslovnih skrivnosti, teh namenov pa ni mogoce doseci z

milejSimi sredstvi.

Videonadzor se lahko izvaja le glede tistih delov prostorov in v obsegu, kjer je treba varovati interese iz prejSnjega
odstavka.

Prepovedano je z videonadzorom snemati delovna mesta, kjer delavec po navadi dela, razen ce je to nujno v
skladu s prvim odstavkom tega Clena.
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Kamere, ki se nahajajo v delovnih prostorih, morajo biti postavljene tako, da ne snemajo racunalnikov oziroma
podrocja ekranov in tipkovnic, ki jih uporabljajo zaposleni na UP.

Neposredno spremljanje dogajanja pred kamerami je pod pogoji iz prvega in drugega odstavka tega clena
dopustno le, ¢e ga izvaja izrecno pooblasceno osebje upravljavca.

Zaposleni morajo biti pred zacetkom izvajanja videonadzora v delovnih prostorih vnaprej pisno obvesceni o
njegovem izvajanju.

Pred uvedbo videonadzora se mora UP posvetovati z reprezentativnimi sindikati na UP. Posvetovanje se izvede v
roku 30 dni ali v drugem daljSem roku, ki ga doloci UP. Kadar gre za uvedbo videonadzora v skladu s tretjim
odstavkom tega Clena, se posvetovanje izvede v roku 60 dni ali v drugem daljSem roku, ki ga doloci delodajalec.

5. dclen

Prepovedano je izvajati videonadzor v sanitarnih prostorih, dvigalih in garderobah oziroma prostorih za
preoblacenje in drugih podobnih prostorih, v katerih posameznik utemeljeno pricakuje visjo stopnjo zasebnosti.

6. dclen

Videonadzor na javnih povrsinah, kot jih doloca zakon, ki ureja urejanje prostora, je dovoljen le, kadar je to
potrebno zaradi obstoja resne in utemeljene nevarnosti za Zivljenje, osebno svobodo, telo ali zdravje ljudi, varnost
premozZenja upravljavca ali varovanje tajnih podatkov upravljavca ali obdelovalca v prenosu in teh namenov ni
mogoce doseci z drugimi sredstvi, ki manj posegajo v pravice iz prvega odstavka 1. ¢lena ZVOP-2.

Videonadzor se lahko izvaja le glede tistih bliznjih ali povezanih delov javne povrsine in v obsegu, kjer je treba
varovati interese iz prejSnjega odstavka.

Videonadzor na javnih povrsinah lahko izvaja oseba javnega ali zasebnega sektorja, ki upravlja z javno povrsino ali
na njej zakonito opravlja dejavnost. Videonadzor smejo za javni sektor izvajati le uradne osebe ali pooblas¢eno
varnostno osebje, za zasebni sektor pa pooblas¢eno varnostno osebje. Osebe ali osebje iz prejSnjega stavka mora
biti izrecno pooblasc¢eno za izvajanje videonadzora.

7. Clen

UP mora kot upravljavec videonadzornega sistema najkasneje do zacetka izvajanja videonadzora za prostore
dolocene, ki bodo doloceni s sklepom rektorja objaviti obvestilo, ki mora biti vidno in razlo¢no objavljeno na nacin,
ki omogoca posamezniku, da se seznani z njegovim izvajanjem.

Obvestilo vsebuje poleg informacij iz prvega odstavka 13. ¢lena Uredbe (EU) 2016/679 Evropskega parlamenta in
Sveta z dne 27. aprila 2016 o varstvu posameznikov pri obdelavi osebnih podatkov in o prostem pretoku takih
podatkov ter o razveljavitvi Direktive 95/46/ES (Splosna uredba o varstvu podatkov) $e naslednje informacije:

1. pisno ali nedvoumno grafi¢no opisano dejstvo, da se izvaja videonadzor;

2. namene obdelave, navedbo upravljavca videonadzornega sistema, telefonsko sStevilko ali naslov elektronske
poste ali spletni naslov za potrebe uveljavljanja pravic posameznika s podrocja varstva osebnih podatkov;
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informacije o posebnih vplivih obdelave, zlasti nadaljnje obdelave;
informacije o obdelavi skladno s 13. ¢lenom Splosne uredbe o varstvu osebnih podatkov;
kontaktne podatke pooblaséene osebe (telefonska Stevilka ali naslov e-poste);

o v kAW

neobic¢ajne nadaljnje obdelave, kot so prenosi subjektom v tretje drzave, spremljanje dogajanja v Zivo,
moznost zvocne intervencije v primeru spremljanja dogajanja v Zivo.

Obvestilo iz prejSnjega odstavka mora biti v primerni velikosti in barvi glede na velikost obmog¢ja, ki se snema.

Obvestilo se vidno in razlo¢no objavi na nacin, ki omogoca posamezniku, da se seznani z izvajanjem videonadzora
in da se lahko vstopu v nadzorovano obmocje odpove.

8. Cclen

Zbirka posnetkov videonadzornega sistema vsebuje posnetek posameznika (slika), podatek o lokaciji, datum in ¢as
posnetka, izjemoma, Ce je to posebej nujno potrebno, pa tudi zvok.

9. dclen

Posnetki videonadzora se lahko ob upostevanju nacel iz 5. ¢lena SploSne uredbe o varstvu podatkov hranijo najvec
eno leto od trenutka nastanka posnetka.

Posnetki videonadzora se, ¢e ni zaznanih posebnosti, tekoce avtomatsko briSejo najkasneje vsake 3 mesece.

Vpogled, uporaba ali posredovanje posnetkov videonadzornega sistema so dopustni samo za namene, ki so
zakonito obstajali ali bili navedeni na obvestilu v ¢asu zajema posnetka.

Posnetke videonadzora incidenénih dogodkov, ki krsijo veljavno zakonodajo in/ali akte UP se pooblaséena oseba
upravljavca iz petega odstavka 4. ¢lena tega pravilnika shrani na ustrezen elektronski medij, praviloma do prihoda
policije oziroma do zakljucka postopka, vodenega zaradi incidenénega dogodka. Shranjevanje tovrstnih dogodkov
in posredovanje posnetih materialov policiji ali drugi pristojni osebi, lahko odobri rektor UP na predlog
pooblas¢ene osebe upravljavca.

10. ¢len

Zaradi ucinkovitejSega izvajanja 2. in 3. oddelka IV. poglavja Splosne uredbe o varstvu podatkov upravljavci po
tem zakonu vodijo dnevnik obdelave, kadar se v avtomatiziranih sistemih obdelave osebnih podatkov izvajajo
obseZzne obdelave posebnih vrst osebnih podatkov, ali kadar gre za redno in sistemati¢no spremljanje
posameznikov, ali kadar je z oceno ucinka ugotovljeno tveganje, ki ga je mogoce ucinkovito upravljati z vodenjem
dnevnika obdelave, ali ¢e tako dolo¢a zakon, o naslednjih dejanjih obdelave osebnih podatkov:

zbiranje;

spreminjanje;

vpogled;

1
2
3
4. razkritje, vklju¢no s prenosi;
5 izbris;

6

druga dejanja obdelave, ki jih doloca zakon.
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Upravljavec videonadzornega sistema za vsak vpogled ali uporabo posnetkov zagotovi moznost naknadnega
ugotavljanja, kateri posnetki so bili obdelani, kdaj in kako so bili uporabljeni ali komu so bili posredovani, kdo je
izvedel ta dejanja obdelave, kdaj in s kakSnim namenom ali na kateri pravni podlagi. Te podatke hrani v dnevniku
obdelave dve leti po koncu leta, ko so nastali.

11. ¢len

Za obdelavo posnetkov, ki predstavljajo osebne podatke, UP lahko sklene pogodbo z izvajalcem, ki je registriran
za opravljanje takSne dejavnosti in zagotavlja ustrezne postopke in ukrepe v skladu z zakonodajo s tega podrocja.

12. ¢len

Spremembe in dopolnitve tega pravilnika se sprejemajo po postopku in na nacin kot je dolocen za njegov sprejem.
13. ¢len

Ta pravilnik zac¢ne veljati naslednji dan po objavi na spletni strani Univerze na Primorskem.

Z dnem uveljavitve tega pravilnika preneha veljati Pravilnik o zavarovanju osebnih podatkov pri izvajanju

videonadzora na Univerzi na Primorskem (St. 002-4/17 z dne 9. 3. 2017 in spremembe $t. 002-14/23 z dne 14. 7.
2023).

Stevilka: 002-25/25

Priloge:
- Priloga 1 — Obvestilo videonadzor.

Datum objave na spletni strani UP: 13. 8. 2025

prof. dr. Klavdija Kutnar
rektorica Univerze na Primorskem
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